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Abstract—Random Early Detection (RED) is expected to elim-
inate global synchronization by random active packet drop. Its
packet drop probability is decided by the maximum packet drop
probability in its drop function, the buffer thresholds, and the av-
erage queue length. It has been observed that for a large number
of connections, a small value of maximum drop probability will
not eliminate global synchronization. Further more, since RED
uses its four parameter to regulate its performance, it is neces-
sary to relate its maximum drop probability with its other param-
eters. The objective of this paper is to develop a model of maximum
drop probability of RED, based on TCP channel model and traffic
characteristics. The value of maximum drop probability obtained
by our model will make RED queue achieve its targeted goals de-
scribed in IETF documents.

I. INTRODUCTION

The bandwidth of a TCP connection depends on the round
trip time (RTT) and the packet drop probability of the connec-
tion [1], [2]. RED gateways provide bandwidth control since
they use packet drop to imply congestion in the network. The
packet drop probability of a RED gateway will dynamically de-
cide the bandwidth with associated TCP connections. How-
ever, since a RED gateway regulates its performance by four
parameters and one control variable, the packet drop probabil-
ity depends not only on the congestion scenario, but also on
the configuration parameters. As one of the key parameters in
RED, the maximum packet drop probability, p,,qz, is therefore
related to the traffic pattern and other configuration parameters.
However, the value of p,,,, suggested in [3], [4] is indepen-
dent of the traffic pattern and the RED parameters. As a result
RED does not work satisfactorily in the case of RED gateways
supporting large number of connections. The objective of this
paper is to develop a model for ppmqy, based on the TCP traffic
characteristics.

The effects of ppqer On queue management are two folds.
The first is the value of Py, itself, and the second is the re-
lationship between the value of P, and the other parameters
(Ming,, Mazy,, and w) [3] (see Fig. 1). In the first case,
it has been shown that if p,,q, is too small, RED is insuffi-
cient to notify senders, and tail drop will dominate the packet
drop at the RED gateway [5]; too large a value of py,q, will
lower link bandwidth. The second case is more complicated
than first case, since RED queue regulates its performance by
its four parameters. To illustrate the problem resulting from
the second case, recall that RED uses average queue length as

a control variable to calculate packet drop probability as given
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Fig. 1. Tlustration of RED gateway queue.

by prED = pmaz—%%;; Therefore, the actual packet

drop probability prgp 1S decided not only by the value of praq
but also depends on the value of Maz., — Ming,. In other
words, the actual packet drop probability is decided by the ratio
of Prnaz and Maxy, — Mingy,. This means that p,,,., needs to
be related to the link feature and the thresholds of a RED queue.

The contribution of this paper is the development of a model
for pmqey which is related to the TCP connection parameters
and RED configuration parameters. The use of prqs sug-
gested by our model results all packet drops being due to active
drops (rather than the undesirable passive (tail) drops) while
still maintaining a high link utilization and no global synchro-
nization. The previous value of p,,,. suggested in the literature
can eliminate passive drops, but results in low utilization of the
link bandwidth for TCP traffic. Our model can be used by net-
work engineers to determine an optimum value of p,,,, based
on traffic characteristics and values of RED parameters.

In Section I, we state the assumptions in developing our pro-
posed model for p,,q, . In section III, we develop the model
based on TCP channel model and traffic characteristics. Sim-
ulation results are shown in Section IV, while conclusions are
given in Section V.

II. MODELING ASSUMPTIONS AND NOTATIONS

To facilitate further discussion, we present the assumptions
and notation used in our model.

A. Assumptions

We make the following assumptions, which will be used to
develop the model for determining py,., of a RED queue in
Section III. Note that some of the assumptions have been used
in previous work as mentioned below.

« The RED gateway queue is initially empty (also assumed

in [3]);
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Fig. 2. Long term performance of average queue length versus instantaneous
queue.

« The average queue length is initially zero (also assumed in
[3D;

o When RED performs well, the average queue length will
vary within a small range;

o In the long term, the active packet drop always works;

« Round trip time (RTT), 7, for a connection is constant
(used in [1]);

o A TCP source’s congestion window at time ¢ is determined
by the packet drops at time ¢ — 7 (as in [1], [6]).

« Long Term Congestion, which varies slowly, is described
by a slow function g(7), where 4 corresponds to the 4-th
calculation of the average queue length;

« Short Term Congestion, which varies fast, is described by
a fast function f (%) corresponding to the ith calculation of
the average queue length.

)

1—(=1)
2
« The instantaneous queue length, (%), is described by the
modulation of the fast function (f(4)) by a slow function

(9(2))s ie., g(d) = g(&) £(7).

1-(—1)!
2

f(i)=qo< +b

B. Notations

We define the following variables, which are used in our
model in Section III.
o w: Weight parameter for calculation of average queue
length at a RED gateway;
« g(m): Instantaneous queue size of the RED gateway dur-
ing the m-th calculation of the average queue length. From
our assumptions in Section II-A, ¢(0) = 0;
o u: bottleneck link rate;
o avg(m): Average queue length of the RED gateway at the
m-th calculation (see Fig. 2). It is defined as:
1-

- +wxgm) (2

where avg(0) = 0 from our assumptions in Section II-A;

e 7: RTT in terms of calculation mterval of average queue
length;

* Dmaz: Maximum packet drop probability for RED queue;

o K;: Minimum buffer threshold for RED gateway to per-
form active packet drop;

¢ Kj: Maximum buffer threshold for RED gateway to per-
form packet drop with probability of one;

o W;(m): TCP congestion window size for the i-th connec-
tion at time m;

o N: Total number of connections;

avg(m) = w) x avg(m

« a(m): Normalized instantaneous queue defined by 47 q(m)
(m): Normalized average queue length deﬁned by

vg(m).
K
In the next section, we develop the model of p,,4, based on
the above assumptions.

I~

e

III. MODELING Ppag: LOWER AND UPPER BOUNDS

According to the definition of packet drop probability in RED
queue, for average queue length avg(m), the corresponding
packet drop probability p(m) is

_ avg(m) — K;
By defining o = —?M— , Equation (3) can be rewritten as:
p(m) = aKy(b(m) — 1) @

On other hand, the difference equation for the instantaneous
queue g(m) is:

N
afm) —gfm 1) = 3> ) )

i=1 v

where, the left hand side is the net change of instantaneous
queue size, the right hand side is the difference between the
incoming and outgoing data. To simplify the discussion, we
consider N iid TCP connections with the same RTT. In this
case, Equation (5) becomes:

NW(m
a(m) —gfm 1) = XD _, ©
Expressing Equation (6) in normalized form, we have:
_NWm)

a{(m) —a(m — 1) = K K @

1t has been proved in [1] that W {m) can be expressed as:

' c

W(m) = ®

Vp(m—1)

where C is a constant. By substituting Equation (4) into (8), we
have:

C

VaKiy/b(m = 1), /1 - gy

where b(m) is the normalized average queue length. For active
queue management to work, it must have b(m) > 1. Therefore,
b(_ml—T) < 1 always holds. By using ﬁ ~ (1+£), we have:

W(m) =

©

C
Ve Ve

From the definition, the normalized average queue is ex-
pressed as:

W(m (10)

1
2b6(m — 1)

b(m) = (1 — w)b(m — 1) + wa(m) (1)
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We have:

b(m) — (1 — w)b(m — 1)

a(m) = w 12)
alm)—alm—1) =
b(m)—(1+(1—w))b(m~1)+(1—w)b(m—2) (13)
Substituting Equation (13) into (7):
b(m) — (14 (1 —w))b(m — 1) + (1 — w)b(m — 2)
w
NW(m) pu
—_— 14
TK[ Kl ( )
By substituting W (m) into Equation (14):
b(m) — (14+ (1 —w))b(m —1) + (1 — w)b(m — 2)+
w
r_N ¢ <1 + ) (15)
Ki  7Ki\/aK;\/b(m—T) 2b(m — 1)
Finally, from Equation (15), we have:
(CN)? (B = K)(1+ g0t )2
e = T avg(m =)
1
(1 + avg(m)—(14+(~w))avg(m—1)+(1—w)avg(m— 22) (16)
wp

To simplify Equation (16), we need to evaluate the term
(1 + avg(m)—(1+(1-w)) aug(m 1)+(1-w)avg(m— 2)) From the

definition of avg and our assumptlons we have

avg(m) — avg(m — 1) = (1 — w)™ twg(m)f(m) (17)
avgim — 1) — avg(m —2) = (1 — w)™ 2wg(m — 1) f(m —1) (18)
Therefore, we have:
avg(m) — (1 + (1 — w))avg(m — 1) + (1 — w)x
avg(m = 2) = (1 — w)™ wg(m)(f(m) — f(m —1) (19)
From our assumption, we have:
—(=1)™ _1ym—1
flom) = S 1) = ap T
_(_1\ym—1 _1\ym—
2
If miseven, (—1)™ = 1. If mis odd, (—1)™ = —1. Therefore,
we have:
fm)—f(m—1) = +qo(b—1) if miseven (21)

—qo(b—1) if misodd (22)

Therefore, we have:

a+ avg(m) — (1 + (1 — w))avg(m — 1) + (1 — w)avg(m — 2))
wi
L A=) 9w -1)

"

Since w is very small in a RED queue, for long term per-
formance, m is very large, resulting in a very small value
of (1 — w)™ !, Moreover, comparing with the link rate
p, (1 — w)™ lg(M)go(b — 1) is so small that the term
MM—Q can be approximated by 0. Then the ex-
pression for Pmaz can be expressed as:

ot 010+ ey
(ur

avg(m — 7) is called the target average queue length that RED
tries to achieve in the long term. To have the RED gateway
queue work under active queue management, the relationship
avg(m) € [K;, K;] must be satisfied. From the drop function
of the RED gateway queue, if the long term avg(m) < K,
there will be no active packet drop. In this case, active queue
management will not work; packet drops are due queue over-
flow. On other hand, if long term avg(m) > K}, each arriving
packet will be dropped, giving rise to the problem of global
synchronization. From this discussion, we conclude that the
target long term avg(m) will control p, ., between the Upper
Bound and Lower Bound values of pU,,, and pL, . respectively
as given below.

Pmaz =

24)

avg(m — 1)

v (NC)? (K — Ki)(1+ 5L)?

Pmaz = (/“_)2 Kl (25)
NOY (K — K (1 + K2
Phas = ((M))Q (K lg((h ;) 26)

IV. PERFORMANCE EVALUATION

To test the model developed in above section, we carried out
simulations using the OPNET 5.1D network simulation tool.
Before describing our results, we describe the network topology
and simulation configuration.

A. Simulation Configurations

The network topology is shown in Figure 3. Three TCP
sources send ftp traffic to a client via a RED gateway. To en-
sure a fair comparison with the value of py,,, in the original
RED, the values of the configuration parameters were the same
as those suggested in [4].

o ServerQ to RED Gateway link: Propagation delay 1 ms,

link rate 100 Mbps.

o Serverl to RED Gateway link: Propagation delay 5 ms,
link rate 100 Mbps.

o Server2 to RED Gateway link: propagation delay 3 ms,
link rate 100 Mbps.

o Client to RED Gateway link: Propagation delay 5ms, bot-
tleneck link rate 10Mbps. To induce congestion at the
RED queue, the bottleneck link rate has been chosen to
be 30 times smaller than the sum of link rates feeding the
bottleneck link.

o Gateway processing speed:1 ms per packet.

o Gateway Queue Size: 200 packets.

o« w=0.07, K) =6, K} =20 and K}' = 6, K}, =140

K1 K}
. p?naz =0.1 [4] and pvlnaz pmar KO KO
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Fig. 3. Network configuration for simulation.

B. Results and Discussion

Figures 4 and 5 show the TCP traffic load at the three servers,
and active and passive packet drops (tail drops) for p2 . = 0.1
and K — K0 = 14. Tt can be seen that all the packets are due to
active drops with zero passive drops, i.e. the RED queue works
in active drop. The TCP senders did not suffer from global syn-
chronization. The bottleneck link has a reasonable utilization
as shown in Figure 6.

Figures 7 and 8 show the simulation results for pl, ., = 0.1
and changing Kp — K = 134 and 14, respectively. In the
above analysis, the ratio 7”;!)“_«@?1- is so small (less than 0.0008)
that the active packet drophis insufficient to eliminate passive
(tail) drops. Therefore, all packet drops are due to tail drops, re-
sulting in global synchronization of TCP senders. TCP senders
stop sending after time 25 seconds. Therefore, the bottleneck
link bandwidth is wasted after time 25 seconds, as shown in
Figure 6.

Figures 9 and 10 show the simulation results for p. . =

p?nax%%%%‘;' As indicated by our theoretical model, the ra-
tio Kg"_—“}%lr is restored to the proper value so that the active
packet drops are sufficient to eliminate passive drops. There-
fore, all packet drops are active drops, resulting in elimination
of global synchronization. The congestion is relieved, resulting
in a higher bottleneck link utilization as shown in Figure 6.
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4. TCP load for p,,, = 0.1and K9 — KP = 14.
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Fig. 5. Packet drop for p%,,, = 0.1 and K§ — K{ = 14.
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Fig. 6. Link utilization for pl,,, = 0.96 and K,ll —Kl1 =134,p%,, = 0.1 Fig. 7. TCP load for %00 = 0.1 and K,lI - Kl1 = 134.
and K} — K} =134,p%,,, =0.1and K§ — K = 14.
7.5 Passive packet droj kts/si Kh=140 K1=6 Maxp=0.1
V. CONCLUSION mii:
In this paper,a framework to determine pn., of RED gate- 1;’?
ways have been proposed and developed. Simulation results . ;5
have shown that the model properly relates p,,,, with the buffer 10
threshold and RED parameters. For a given TCP link, a large 8.75
buffer threshold results in a large pq,. A fixed value of pygs 7.5
. . . . . 6.2
is not universally suitable for all configurations. Inappropriate :
combination of py,.. With other configuration parameters will 3.75
prevent RED from achieving its desired goals. Our model can 2.5
be used by network engineers to determine an optimum value 1.25
.. ) o L
of prae based on traffic characteristics and values of RED pa hctive packet drop kts/sec)
rameters. b
16.25
15
13.75
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